Quiz: ¿Cuál es tu IQ de fraude?

¿Te crees bastante listo cuando se trata de fraude y tu seguridad financiera? Pon tu conocimiento a prueba con estas preguntas para determinar tu verdadero IQ de fraude.

Contesta el quiz, obtén tus resultados, y aprende pasos simples para que, en conjunto con ayuda de tu banco, aproveches sus recursos de protección de fraude al máximo y mantengas tus finanzas a salvo.

**Preguntas**

1. ¡Aviso de oferta! Recibo un email sobre una gran oferta online de mi tienda favorita. Estoy conectado al Wi-Fi de una cafetería local. ¿Qué debo hacer?

* Hacer la compra inmediatamente. ¡No puedo rechazar una buena oferta!
* Esperar a llegar a casa para hacer mi compra
* Pensarlo, y después hacer la compra desde mi celular en el carro

1. Mi contraseña de email o cuenta bancaria es fácil de recordar porque es:

* Mi fecha de cumpleaños o aniversario
* La palabra “contraseña”
* “123456” o una combinación similar
* La tengo escrita
* Es la misma que mi nombre de usuario
* Una mezcla de letras, números y símbolos

1. Me aseguro de que mi información de contacto está actualizada con mi banco:

* Compruebo una o dos veces al año
* No exactamente

1. Acabo de obtener una nueva y brillante tarjeta de débito o crédito actualizada con chip electrónico. La uso así:

* Siempre uso la máquina lectora de chip electrónico
* Algunas veces uso la máquina lectora de chip electrónico
* Nunca uso la máquina lectora de chip electrónico. ¡Deslizar la tarjeta es mucho más rápido!
* No tengo una tarjeta con chip electrónico
* Un momento… ¿qué es un chip electrónico?

1. Cuando se trata de alertas de fraude de mi banco:

* ¡Estoy inscrito!
* No me interesa
* No estoy seguro

1. Recibo mis estados de cuenta bancaria y de crédito vía:

* Correo
* En la web o en mi móvil
* No recibo mis estados de cuenta

1. Cuando recibo mis estados de cuentas bancarias y tarjetas de crédito:

* Los comparo con mis compras inmediatamente
* Nunca los reviso
* Los reviso cuando tengo tiempo
* Los arrojo al basurero

1. Mi banco ofrece estos servicios de protección de fraude (Selecciona todos los que aplican)

* Protección de cero obligación en transacciones no autorizadas
* Monitoreo de fraude las 24 horas
* Autorización de viaje paras compras específicas cuando fraude es detectado
* No sé
* Nada

1. Sé que un sitio web es seguro y protegido cuando:

* Usualmente no se me ocurre verificar
* Si está bien diseñado, parece confiable
* Si aparece primero en una búsqueda de Google
* Si comienza con “https”
* Si comienza con “http”
* No estoy seguro

Soy:

* Hombre
* Mujer
* Prefiero no decir

Mi edad es:

* 18-25
* 26-35
* 36-45
* 46-55
* 55+
* Prefiero no decir

**Página de Resultados**

0-3 preguntas “correctas:” **Hora de tomar acción**

Si accesas información personal en la web usando una conexión insegura, tienes contraseñas fáciles de adivinar, o nunca usas la máquina lectora de chip electrónico, ya es tiempo de tomar pasos proactivos y protegerte at ti mismo del fraude.

Sigue **estos** simples pasos para ayudar a proteger tus cuentas bancarias.

4-6 preguntas “correctas”: **No te demores**

Conoces muchas de las medidas que deberías tomar, pero por alguna razón no las estás tomando. Deja de huirle a la protección de fraude, y mantén tu dinero a salvo suscribiéndote a las alertas de manejo de tus cuentas bancarias, fortalece tus contraseñas y haz tus compras en tiendas confiables dentro, y fuera, de la web.

Protegerte es más fácil de lo que piensas si tomas **estos** simples pasos.

7-9 preguntas “correctas”: **Listo y preparado**

¡Buen trabajo! Ya estás tomando muchas de las medidas correctas. Probablemente ya recibes tus estados de cuenta bancarios en la web, tienes tu información de contacto actualizada, y/o estás inscrito para recibir alertas de cuenta de tu banco.

Pero, ¿qué haces si el fraude te encuentra ti? Sigue **estos** simples pasos para ayudar a poner tus cuentas a salvo y asegurar que no pagues el precio del fraude.